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3 Security as a service

% storage as a service

7 monitoring as a service
8 Technology

° Scalability

19 Broad network access
1 Flexibility

Y 5,Ld A ol YRS JL oY

dodiio —)
Aol 45 el sar Sl )b G Y gl it
5 P 8y9> 50 oo wadgo il 45 gl (bl
Lol 08,5 Ll 353 1) 0l ax gl Cwio Big )0 o0
Chellappa lowss VA9V Jlu ;o b a6l o519 ol
] enas a3l)) Lol Joe s ol g o[V 0 iy e
(V5T cwsd plyreas i (V Jcwns plyea 133l 50
) sl o andl Tea s g ca s el

Olg—san Sl wile (5,58 ol 5l 6,50 sl o

! Cloud Computing

2 Software as a service

3 Platform as a service

+ Infrastructure as a service
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! Discretionary Access Control

12 Mandatory Access Control

13 Role Based Access Control

14 Cryptography Based Access Control
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2 Public Key Encryption

3 private key encryption
“4Searchable encryption

3 Hierarchical encryption
% Identity based encryption
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